CNN Newsource
and Java

1) Select your Start Menu icon in the bottom left corner of your screen

2) Select Control Panel

3) Select Java | <, | Java

-—
| =22} Java Control Panel = || =3 =]
Security Advanced]
Enable Java o Nt in the browser

Security Level

( g Il [ Very High

> High {(minimum recommended)

4) Select the Security tab 5) Select the Edit Site List

Medium
Java applications identified by a certificate from a trusted authority will be allo to run.

Exception Site List
Applications launched from the sites listed below wiill be allowed to run afte ppropriate
security prompts.
Click Edit Site List...

to add items to this list. Edlt Site List...

Restore Security Prompts J l Manage Certificates... J

[ OK ] [ cancel ] [ Apply
=
| %] Exception Site List [=
Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.
Click Add dd em

_ 6) Select Add
kg FILE and HTTP protocols are considered a security ris

We recommend using HTTPS sites where available.

(] (aometa)
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[£] Exception Site List L=

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

[ http://newsourcevideo.turner.com — /) Enter:
h http://newsourcevideo.turner.com

"‘h FILE and HTTP protocols are considered a security risk. )
We recommend using HTTPS sites where available.

(o) [t ]

r‘

Security Warning - HTTP Location | %

Including an HTTP Location on the Exception Site List is '
considered a security risk / ! E

Location: http://newsourcevideo. turner.com

Locations that use HTTP are a security risk and may compromise the personal information on your
computer, We recommend including only HTTPS sites on the Exception Site List,

Click Continue to accept this location or Cancel to abort this change.

Contiue | l 8) Select Continue

—_— 4

|%] Java Control Panel [ =M > S

| General | Java| Security | Advanced

Enable Java content in the browser

Security Level
L@J :  Very High

[ High (minimum recommended)

' Medium
Java applications identified by a certificate from a trusted authority will be allowed to run.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the appropriate

security prompts.
http://newsourcevideo. turner.com -~
= Edit Site List.... ]
[ Restore Security Prompts ] [ Manage Certificates... ] 9) Select OK

] A —

10) Close the Control Panel by selecting the red n in the top right corner
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11) LAUNCH Mozilla Firefox and go to http://newsource.cnn.com

12) Follow the login instructions that have been provided to you by your
department

13) If you receive the following pop-up:
Select Activate Java Deployment Tookit

Activate Java Deployment Toolkit.
This plugin has security vulnerabilities.

14) And then Select Allow and Remember from the drop down

@ Welcome To Newsource - Mozilla Firefox
File Edit View History Bookmarks Tools Help

’ Welcome To Newsource l + I

€& [ @ newsource.cnn.com/body.aspx
— ‘ ¢ .
25 N

Allow newsource.cnn.com to run plugins?

I

Java Deployment Toolkit

Block Plugin -]

A\ Vulnerable plugin!  What's the risk?

[Lsoem
H Block Plugin
[ OK J [ Cancel ]

Allow Now

ll Allow and Remember

Please Note: IGNORE STEPS #13 and #14 if you do not receive that pop-up to
Activate Java Deployment Toolkit
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15) Select See All Videos
16) Select the video you wish to save

17) Select | accept the risk and want to run this application and Run

'SecurityWaming‘ N u .. e 30 \'r'

| Do you want to run this application?

Name:  com.bitcentral.applet.FileBrowserApplet

Publisher: BitCentral Inc

| Location: http://newsourcevideo.turner.com

Running this application may be a security risk

Risk: This application will run with unrestricted access which may put your computer and personal information at
risk. The information provided is unreliable or unknown so it is recommended not to run this application unless
you are familiar with its source

The certificate used to identify this application has expired.

This application will be blocked in a future Java security update because the JAR file manifest does not
contain the Permissions attribute, Please contact the Publisher for more information, More Information

Select the box below, then click Run to start the application

|| 1 accept the risk and want to run this application. Run

L

18) Select the E] to choose the location you wish to save to

PLEASE NOTE: These settings save to your USER PROFILE per machine.
If you return to the same machine daily, you will only be prompted to run
the application, STEP #17. However, if you switch to a new machine
daily, you will again have to go through all of the above steps.




